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The main points of contact for
OBO efforts are:

« Kristin Pelkowski
571-345-3016

« Cheri Blanks
571-345-3026

« Rachel Bibee
571-345-3027

The Acting DS/IS/IND Division

Chief is Kimberly Baugher:
571-345-3032

U.S. Department of State

Department of State

ATTN: DS/IS/IND

2201 C Street NW

SA-20, |13th Floor
Woashington, DC 20520-2008

Phone: 571-345-3035
Fax: 571-345-3000
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A Guide To

Industrial Security

Q. What is Industrial Security?

A.  Industrial Security is a program established to
safeguard classified information entrusted to
U.S. industry. It is a government/ industry
partnership where the government establishes
requirements for the protection of classified
information entrusted to industry. Industry
implements these requirements with Govern-
ment advice, assistance, and oversight.

Q. Who administers the National Industrial
Security Program?

A. The National Industrial Security Program is the
responsibility of the Department of Defense
(DOD). The Department of State (DOS) and
the DOD, through a {961 Memorandum of
Understanding, agreed to have Defense Secu-
rity Service (DSS) administer the NISP on be-
half of the DOS.

Q. Which office within the DOS is responsi-
ble for the DOS Industrial Security Pro-

gram?

A. The Industrial Security Division in the Office of
Information Security (DS/IS/IND) manages the
Department’s worldwide Industrial Security
Program to ensure that national security and
specifically designed sensitive but unclassified
information entrusted to the private sector is
properly safeguarded. At a minimum, DOS
contractors must adhere to the security re-
quirements established within their respective
DOS contracts.

Q. How do DS/IS/IND and OBO work to-

gether?

. DSNSAND oversees OBQO’s classified contracts

and contracts which require access to Sensitive
But Unclassified and NOFORN (No Foreign Dis-
semination) information. IND works with OBO
in the planning of new projects to ensure that
appropriate security requirements are addressed
for each project and incorporated into each pro-
posal and contract. IND sponsors uncleared
firms for facility clearances when there is a bona
fide procurement need, and is the office, which
receives certifications of all clearances for con-
tractor personnel performing on OBO con-
tracts. DS/IS/AIND conducts security training for
OBO contractors, OBO program offices, Con-
tracting Officers and Contracting Officer’s Rep-
resentatives during pre-performance conferences
and as needed during contract/project perform-
ance. [n addition, DS/IS/IND conducts industrial
security compliance inspections/reviews of OBO
contractors performing domestically and over-

seas.
What is a Facility Security Clearance?

Facility Security Clearance (FCL) is an adminis-
trative determination that, from a security view-
point that a firm is eligible for access to classified
information of the same or lower classification
category as the clearance being granted. A firm
must have an FCL in order to receive a classified
DOS solicitation document and/or to perform
work on a classified contract. Additionally, in
order for a company to receive classified mate-
rial at its place of business, the company must
also have DSS-approved safeguarding capability.
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Q. What is a classified contract?

A. A classified contract is one in which the con-
tractor requires access to classified informa-
tion in the performance of the contract and/
or the contractor must provice cleared per-
sonnel. The actual contract decument itself
usually is not classified. :

Q. Who issues the personnel security
clearances for contractor employees
under the NISP?

A. The Defense Industrial Securitw Clearance
Office (DISCO) issues clearances on behalf of
the DOD and User Agencies like DOS. The
Office of Personnel Managemsent is now re-
sponsible for conducting the actual back-
ground investigations.
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